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XXX IN <<COUNTRY>>
· The security plan should start with a brief background on RI: its mandate, mission statement, values and principles:

XXX is a humanitarian non-profit agency that provides emergency relief, rehabilitation, development assistance, and program services to vulnerable communities worldwide. XXX is solely dedicated to reducing human suffering and is non-political and non-sectarian in its mission. XXX's mission is to: 

· Serve the needs of the most vulnerable - particularly women and children, victims of natural disasters & civil conflicts, and the poor - with a specific focus on neglected groups and cases.

· Provide holistic, multi-sectoral, sustainable, and pro-poor programs that bridge emergency relief and long-term development at the grassroots level.

· Empower communities by building capacity and by maximizing local resources in both program design and implementation.

· Promote self-reliance, peaceful coexistence, and reintegration of marginalized communities.

· Protect lives from physical injury or death and/or psychological trauma where present.

· Uphold the highest professional norms in program delivery, including accountability to beneficiaries and donors alike.

· The security plan should also give a brief background of XXX’s presence in the particular country and a brief description of the current projects
CONTEXT ANALYSIS
A context analysis is a background to the country of operation and the dynamics of the conflict. An understanding of the context is essential to be able to successfully programme in a particular security environment. The context analysis section of the security plan should be not more than 3 pages, updated on at least a bi-annual basis.
The context analysis should cover:

· History and dynamics of the conflict:
· Social context: Is there structural violence (e.g., discrimination of a particular group of people)

· Political situation: Who is in power? Is there an established elite? What is their relationship with the rest of the population? What is the role of the police and army?

· External players: Regional and international

· Other key actors in the conflict

· Reasons for the conflict

· Cultural context:
· Social norms: relationship between different ethnic groups, role of women, 

· Social status: of different groups of people

· Religion and politics: What are the key beliefs, symbols, areas of sensitivity and respect?

· Crime:
· Nature of crime

· Who is it perpetrated by, how and why?

· Who are the primary targets?

· Economic situation of the country and how it impacts on crime

· Natural environment:
· The geography of the country

· Climate

· Prone to natural disasters?

· Infrastructure of the country 

· The impact of the security environment on NGOs 
· An update on the security situation today with particular reference to xxx areas of operation 

· States ‘go’ and ‘no go’ areas in each location  

Information that informs a context analysis can be obtained via:

· Local staff and community (where accessible)

· Published analysis (academic reports, journal articles, UN security reports etc)

· Local officials and authorities (police, embassies, government etc)

· Other NGOs and UN agencies

· The media

RISK ASSESSMENT

A risk assessment is a review of the threats XXX may face in the operating environment, indicators of these threats, our vulnerability and the level of risk. 

Analysis will allow us to identify and then plan steps to reduce the risk and to put response measures in place (details of which will be articulated in the Standard Operating Procedures section of the security plan) 
· A threat is a potential action or event that has the potential to cause harm, loss or damage to an NGO’s staff, assets or operations 
· Indicators are specific changes in the environment that may mean a threat is more likely to happen
· Vulnerability is the extent to which we are exposed to this threat
· Risk is the likelihood it will happen to us. Risk is a combination of probability and impact. 

Risk = Threat x Vulnerability 

Threats identified in the risk assessment should be comprehensively addressed in the Standard Operating Procedures section of the Security Plan.
**Please ensure that external security threats are addressed along with threats that may arise as a result of RI’s programmes (e.g., threats from disgruntled beneficiaries)**

RISK ASSESSMENT <<LOCATION>>
	Threat Assessment
	Vulnerability Assessment
	Risk Assessment 
	Risk Management: Mitigation and Response 

	Threat
	Indicators 
	How, when and where are we vulnerable?
	Probability (High, Med or Low: Give details)
	Impact (High, Med or Low: Give details)
	Level of Risk (R = Probability x Impact)
	Mitigation Measures 
	Response Measures 

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	


SECURITY STRATEGY

The security plan should briefly detail the three key security strategies (below). What is most important in this section is to detail how each of these strategies is to be achieved in the country programme. 

Note that XXX follows acceptance and protection strategies and will employ deterrence measures only exceptional circumstances (e.g., use of armed escorts in Somalia).
An acceptance strategy seeks to reduce or remove threats by developing widespread acceptance of an NGO’s presence and work in the local community

Protection strategies focus on reducing vulnerability by removing or limiting exposure to various threats through policies, procedures and equipments that enhance security. Protection strategies focus mainly on the problem rather than cause and therefore fail to deal directly with the threat.

A deterrence strategy aims to prevent a threat from occurring by meeting a threat with a counter threat (e.g., the use of armed guards or armed protection). Deterrence strategies often result in barriers between an NGO and the community it is working in.

ALERT LEVELS

It should be noted here that XXX is guided by the UN Security Phase System (details of which are appended to the Security Plan)

XXX has a global set of alert levels that are also appended to the Security Plan as well as being posted on noticeboards in each office. The alert level may differ within the country (for example, Khartoum is Alert Level 2 while Darfur is Alert Level 3)
This section should note the current Alert Level at each XXX field location within the country. It should name the person who changes the alert level and how this change is communicated.

STANDARD OPERATING PROCEDURES

Standard Operating Procedures (SOPs) detail the ways in which various safety and security threats should be mitigated and responded to as well as procedural guidelines for security management. 
The major threats identified in the risk assessment should be included. A suggested list of required SOPs is:

Security SOPs

· Kidnap
· Survival under fire

· Robbery

· Ambush

· Carjacking

· Mines and UXO

· Armed clashes
· Threats and harassment 
· Arrest or detention

· Demonstrations

· Rioting and looting 

· Sexual assault

· Armed protection
Safety SOPs

· Fire plans and drills

· Female staff

· Compounds (incl. relationships with neighbours)
· Guards

· Drivers and vehicles (to include vehicle equipment checklist)
· Travel management (incl. journey planning and coordination)
· Staff travel (within a town, within a country and internationally)
· Drugs and alcohol 

· International staff movements
· Finance security

· Communications equipment
· International visitors 
Security Management SOPs

· Security inductions and briefings

· Incident reporting and management (with reference to the Incident Report Form template appended to the plan)
· Security considerations of HR (hiring, disciplining, firing) 
· Media

· Compliance

· Insurance

· Contingency funds 

SOP TEMPLATE:

	Subject
	

	Applies to
	

	Date
	

	Review date
	

	Person responsible


	

	Overview: Objective of SOP



	Details:

Include prevention and response procedures 


	Exceptions:

Instances in which this SOP may be breached



CONTINGENCY PLANS
A template for the 3 types of contingency plans – hibernation, relocation and evacuation – is attached:
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There should also be a medial evacuation procedure here for international staff that must additionally list local medical facilities where local as well as international staff can seek treatment. 
HEALTH

The Security Plan should also address health-related issues. Details should be given for:

· Diseases prevalent in the particular area and means of prevention (NB. H1N1 virus must be addressed)
· Recommended vaccinations and anti malarials

· Climate

· General hygiene guidelines

· Mitigating and responding to stress

· Personal wellbeing

· Medical facilities and contact details

· Exercise options 
CODES OF CONDUCT / BEHAVIOURAL GUIDELINES 
This section should note that XXX adheres to the ICRC Code of Conduct in disaster response as well as XXX’s own internal Code of Conduct (both to be appended to the plan).

This section should then detail specific behavioural guidelines appropriate to the local context:

· Local customs / practices 

· Dress code 
· Dos and don’ts
Etc

ROLES AND RESPONSIBILITIES
Staff having responsibility for security should be noted in this section and their security responsibilities defined. 

	Role
	Security Responsibilities

	Country Director


	· 

	National Country Director


	· 

	Security Coordinator


	· 

	Logistics Officer


	· 


MAINTAINING SECURITY AWARENESS

A security plan, though an essential document, will not necessarily lead to effective security management and practices. What must also exist alongside the plan is a high level of security awareness, competence and compliance among staff.

Awareness can be maintained in the following ways, which should be built into the working practices of each country programme:

Note that this list is not exhaustive and additional ways of maintaining security awareness should be included in this section.

· Security inductions for all new XXX staff

· Weekly security meetings (this can be a chance for the Security Officer to run a ‘pop quiz’, asking staff questions on details of the SOPs)
· Daily security briefings from the Security Officer during times of heightened threat

· Security training

· Security debriefings from staff returning from the field in high risk areas (were there any incidents? Any significant changes in the security environment? Any new information shared by community members or staff?)

· Security assessments of new programme areas 
· As part of staff supervision
· Departing staff to handover and debrief on security issues

SECURITY TREE

The following security trees should be inserted here:

· External security tree (UN and NGO agencies in the area)

· XXX security tree for country programme 

· XXX security trees for each sub office

These should be updated every 6 months and posted on the office noticeboards and in the guest houses.

The plan should explain that a security tree comes in to effect during times of instability and emergency in order to effectively communicate information. 

Security trees should be periodically tested by the Country Director / Security Officer. 
SECURITY MONITORING AND EVALUATION
After the security plan has been completed, an audit checklist should be drawn up. This checklist will be used to assess on the ground compliance with stated security procedures. And audit should be undertaken every 6 months by the Global Security Coordinator or visiting international staff member. For example:

	Area
	Points for Compliance
	Person Responsible
	Findings

	Context analysis
	· Updated in the past 6 months
	· Security Coordinator
	

	Risk assessment
	· Updated in the past 6 months
	· Security Coordinator
	

	Alert levels
	· Displayed at each office
· Changed as the security sitn develops and these changes communicated to the team

	· Country Director
· Security coordinator
	

	SOPs
	
	
	

	Guards
	
	
	

	Compound security
	
	
	

	Drivers
	
	
	

	Travel procedures 
	
	
	

	
	
	
	


APPENDICES
Suggested appendices:

Site assessment checklist
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Maps

Of each location XXX is working
Contact List
To include contact numbers for:

· Key field personnel

· Key HQ contacts

· Crisis management team

· Insurance

· Local UN and NGO contacts

· Airlines

· Car companies

· Medical facilities

· Local authorities

· Embassies

· Other local contacts

Public holidays for the coming year with threat summaries

Grab Bag
Suggested list:

· Passport (carry this at all times)

· Cash (per diems and a cash contingency)
· Insurance details

· Key contact numbers

· Mobile phone and airtime

· Torch and batteries

· Any regular medication you take

· First aid kit

· Pocket knife

· Change of clothes

· Spare food (24h)

· Water / Iodine tablets

Incident Report Form
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Monthly Sitrep Template
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Codes of Conduct 
XXX’s Rules of Conduct:
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Principles of Conduct for he International Red Cross and Red Crescent Movement and NGOs in Disaster Response Programs:
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XXX Global Alert Levels, Indicators and Procedures

	ALERT LEVEL
	INDICATORS
	PROCEDURES

	AL 1: Calm 


	· Stable political situation

· Shops, businesses and schools open normal hours

· Normal road traffic conditions


	· Freedom of movement

· No curfew for international staff

· Staff compliance with SOPs

Communication:

· Weekly security briefings 
· Monthly sitreps 

	AL 2: Tense
	· Fighting in some districts between Govt / Militias 
· Airstrikes incurring civilian casualties 

· Rallies or demonstrations

· Increased criminality 


	· Travel clearance obtained before road travel undertaken

· Assess programme areas you are working in

Communication:

· Weekly security briefings 

· 

	AL 3: High Alert, Possible Lockdown
	· Rallies or demonstrations

· Fighting in some districts between Govt / Militias
· Public dissatisfaction political or security situation

· Shops, businesses and schools shortening their hours

· Increased roadblocks or checkpoints

· Threats made against UN, NGOs or international community


	· Travel clearance obtained before road travel undertaken

· Restricted movements where possible 

· Ensure hibernation stores in compound

· Assess programme areas you are working in and where is safe to travel to

Communication:

· Daily - weekly staff security briefing in each office as information comes in

	AL 4: Lockdown or Relocation 
	· Demonstrations and / or looting

· Fighting in close proximity

· Targeting of NGO compounds

· Shops, businesses and schools closed

· Threats made against UN, NGOs or international community


	· International staff to lock down in the compound

· National staff to return home and lock down there

· If staff are unable to reach home or compound, lock down in a safe house in the city

· Vehicle fuelled 

· Evacuation planning if situation serious (including remote management contingency)

Communication:

· Communications tree put in effect

· Twice-daily call schedule between 

· District offices and Provincial office

· Provincial offices and CD

· CD and HQ

	Al 5: Evacuation


	· Indicators as per AL4

· Evacuation of UN and other NGOs 

· Advisory for NGOs to evacuate

· Government no longer in control


	· Communicate evacuation and remote management plan to national staff

· Running costs and staff salaries disbursed

· Emergency contingencies issued to international staff

· Assets secured and confidential information destroyed

· Acting CD appointed

· International staff to coordinate with ANSO, UN and their embassy for extraction and evacuation

· If feasible, international staff to withdraw to airport for evacuation 

Communication:
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RI SITE ASSESSMENT CHECKLIST


		Criteria

		Assessment

		Recommendations and Plan for Implementation



		Owner

		

		



		Who is the owner of the building? What is their profession and reputation? 

		

		



		Location & Profile

		

		



		Neighbourhood profile 

		

		



		High or low profile building

		

		



		Nearest police / medical services

		

		



		Is the building overlooked? If so, by whom?

		

		



		Is the building in a one way street?

		

		



		Pedestrian flow around the building

		

		



		Close to sensitive locations (e.g., police, govt buildings?)

		

		



		Close to dangerous instillation (e.g., fuel depot)

		

		



		Prone to effects of natural disasters (e.g., earthquake)?

		

		



		Escape 

		

		



		Number of entry / exit routes

		

		



		Evacuation plan

		

		



		Escape to neighbour’s compound?

		

		



		Safe room?

		

		



		Vulnerability

		

		



		Vulnerability to IED or Small Arms Fire

		

		



		Perimeter walls: height and thickness

		

		



		Distance from perimeter fence to compound

		

		



		Security of entrance (front gate) / exits

		

		



		Outside lighting?

		

		



		Parking

		

		



		Strength of doors

		

		



		Bars / locks on windows

		

		



		Suitable location for finance room (w/ safe)

		

		



		Health & Safety

		

		



		Electrics

		

		



		Ventilation

		

		



		First aid requirements

		

		



		Fire fighting equipment requirements

		

		



		Fire alarm?

		

		



		Fire procedure

		

		






_1314612082.doc
CODE OF CONDUCT


Principles of Conduct for The International Red Cross and Red Crescent Movement and NGOs in Disaster Response Programs


1: The Humanitarian imperative comes first 


The right to receive humanitarian assistance, and to offer it, is a fundamental humanitarian principle, which should be enjoyed by all citizens of all countries. As members of the international community, we recognize our obligation to provide humanitarian assistance wherever it is needed. Hence the need for unimpeded access to affected populations is of fundamental importance in exercising that responsibility. The prime motivation of our response to disaster is to alleviate human suffering amongst those least able to withstand the stress caused by disaster. When we give humanitarian aid it is not a partisan or political act and should not be viewed as such. 


2: Aid is given regardless of the race, creed or nationality of the recipients and without adverse distinction of any kind. Aid priorities are calculated on the basis of need alone 


Wherever possible, we will base the provision of relief aid upon a thorough assessment of the needs of the disaster victims and the local capacities already in place to meet those needs. Within the entirety of our programs, we will reflect considerations of proportionality. Human suffering must be alleviated whenever it is found; life is as precious in one part of a country as another. Thus, our provision of aid will reflect the degree of suffering it seeks to alleviate. In implementing this approach, we recognize the crucial role played by women in disaster prone communities and will ensure that this role is supported, not diminished, by our aid programs. 


The implementation of such a universal, impartial and independent policy, can only be effective if we and our partners have access to the necessary resources to provide for such equitable relief, and have equal access to all disaster victims. 


3: Aid will not be used to further a particular political or religious standpoint 


Humanitarian aid will be given according to the need of individuals, families and communities. Not withstanding the right of Non-Governmental Humanitarian Agencies (NGHAs) to espouse particular political or religious opinions, we affirm that assistance will not be dependent on the adherence of t he recipients to those opinions. We will not tie the promise, delivery or distribution of assistance to the embracing or acceptance of a particular political or religious creed. 


4: We shall endeavor not to act as instruments of government foreign policy 


NGHAs are agencies, which act independently from governments. We therefore formulate our own policies and implementation strategies and do not seek to implement the policy of any government, except in so far as it coincides with our own independent policy. We will never knowingly - or through negligence - allow ourselves, or our employees, to be used to gather information of a political, military or economically sensitive nature for governments or other bodies that may serve purposes other than those which are strictly humanitarian, nor will we act as instruments of foreign policy of donor governments. We will use the assistance we receive to respond to needs and this assistance should not be driven by the need to dispose of donor commodity surpluses, nor by the political interest of any particular donor. We value and promote the voluntary giving of labor and finances by concerned individuals to support our work and recognize the independence of action promoted by such voluntary motivation. In order to protect our independence we will seek to avoid dependence upon a single funding source. 


5: We shall respect culture and custom 


We will endeavor to respect the culture, structures and customs of the communities and countries we are working in. 


6: We shall attempt to build disaster response on local capacities 


All people and communities - even in disaster - possess capacities as well as vulnerabilities. Where possible, we will strengthen these capacities by employing local staff, purchasing local materials and trading with local companies. Where possible, we will work through local NGHAs as partners in planning and implementation, and co-operate with local government structures where appropriate. We will place a high priority on the proper co-ordination of our emergency responses. This is best done within the countries concerned by those most directly involved in the relief operations, and should include representatives of the relevant UN bodies. 


7: Ways shall be found to involve program beneficiaries in the management of relief aid 


Disaster response assistance should never be imposed upon the beneficiaries. Effective relief and lasting rehabilitation can best be achieved where the intended beneficiaries are involved in the design, management and implementation of the assistance program. We will strive to achieve full community participation in our relief and rehabilitation programs. 


8: Relief aid must strive to reduce future vulnerabilities to disaster as well as meeting basic needs 


All relief actions affect the prospects for long-term development, either in a positive or a negative fashion. Recognizing this, we will strive to implement relief programs which 


Actively reduce the beneficiaries' vulnerability to future disasters and help create sustainable lifestyles. We will pay particular attention to environmental concerns in the design and management of relief programs. We will also endeavor to minimize the negative impact of humanitarian assistance, seeking to avoid long-term beneficiary dependence upon external aid. 


9: We hold ourselves accountable to both those we seek to assist and those from whom we accept resources 


We often act as an institutional link in the partnership between those who wish to assist and those who need assistance during disasters. We therefore hold ourselves accountable to both constituencies. All our dealings with donors and beneficiaries shall reflect an attitude of openness and transparency. We recognize the need to report on our activities, both from a financial perspective and the perspective of effectiveness. We recognize the obligation to ensure appropriate monitoring of aid distributions and to carry out regular assessments of the impact of disaster assistance. We will also seek to report, in an open fashion, upon the impact of our work, and the factors limiting or enhancing that impact. Our programs will be based upon high standards of professionalism and expertise in order to minimize the wasting of valuable resources.


10: In our information, publicity and advertising activities, we shall recognize disaster victims as dignified humans, not hopeless objects 


Respect for the disaster victim as an equal partner in action should never be lost. In our public information we shall portray an objective image of the disaster situation where the capacities and aspirations of disaster victims are highlighted, and not just their vulnerabilities and fears. While we will co-operate with the media in order to enhance public response, we will not allow external or internal demands for publicity to take precedence over the principle of maximizing overall relief assistance. We will avoid competing with other disaster response agencies for media coverage in situations where such coverage may be to the detriment of the service provided to the beneficiaries or to the security of our staff or the beneficiaries. 


Employee Name:



_

Month
Day 
Year
______

Employee Signature:
Date:
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IEM Form B16 - Code of Conduct
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| CONTINGENCY PLAN TEMPLATE |

1. XXX STAFF & OFFICES

· How many XXX offices are there in country and where are they located?


· How many staff are in each office?


· How many national staff?


· How many international staff?


· How many national staff are local to the area and how many are from other regions?

2. DECISION-MAKING AND MANAGEMENT 

The contingency plan needs to clarify:


· Who has the ultimate decision making power in country to decide on a lockdown, relocation or evacuation?


· If there are offices in different regions, who is they key decision maker in each place?


· If communications go down, how are these decisions made? (Needs to be a key lead person in each location)


· How are staff notified (is there a security tree in place?)


3. LOCKDOWN

Definition: Locking down or hibernating if the security situation is not thought to be sufficiently serious or if a relocation or evacuation are not possible


Criteria: 

· Rallies or demonstrations


· Fighting in some proximate districts between Govt / Militias


· Public dissatisfaction political or security situation


· Major security incident 


· Threats made against UN, NGOs or international community


Lockdown Procedures:


		Area

		Actions

		Person Responsible



		Management

		

		



		Staff

		

		



		Programmes

		

		



		Finance

		

		



		Assets

		

		



		Transport 

		

		



		Admin & Logistics

		

		



		IT and Information Security

		

		



		Information, Monitoring and Coordination 

		

		



		Compound Preparedness

		

		





4. RELOCATION


Definition: Removal of staff (international staff or national staff who are not from the area and live in the guest house) from office or guesthouse and removal to a previously identified safe location if the location they are in is under direct or probable attack

Criteria: 

· Demonstrations and / or looting


· Fighting in close proximity


· Targeting of NGO compounds


· Threats made against RI, other NGOs, UN or international community 

Relocation Plan:

Which staff will need relocating? Identity 2 possible places they can be relocated to

Relocation Procedures:

		Area

		Actions

		Person Responsible



		Management

		

		



		Staff

		

		



		Programmes

		

		



		Finance

		

		



		Assets

		

		



		Transport 

		

		



		Admin & Logistics

		

		



		IT and Information Security

		

		



		Information, Monitoring and Coordination 

		

		



		Compound Preparedness

		

		





5. EVACUATION


Definition: is a physical withdrawal across international border and applies to international staff only. NB. XXX must not let the security situation deteriorate to the point where a last minute evacuation becomes necessary.

Criteria

· Evacuation of UN and other NGOs 


· Advisory for NGOs to evacuate


· Government no longer in control


Evacuation Plans:

This section needs to detail three different evacuation options for international staff. This should include:


· That staff member’s embassy evacuation plan


· Details for an air evacuation

· Details for a road evacuation

Evacuation Procedures:

If international staff are evacuating the county, what procedures need to be put in place to ensure continuity of programmes while they are gone?

		Area

		Actions

		Person Responsible



		Management

		

		



		Staff

		

		



		Programmes

		

		



		Finance

		

		



		Assets

		

		



		Transport (Road and Air)

		

		



		Admin & Logistics

		

		



		IT and Information Security

		

		



		Information, Monitoring and Coordination 

		

		



		Compound Preparedness

		

		





6. INTERAGENCY COORDINATION

Details of interagency coordination:


· Which NGOs will you be in touch with for information on security situation


· Which UN bodies?


· Any other information sources?


7. COMMUNICATIONS

Please include your country programme’s security trees here.

NB. Information on communication within XXX (e.g., how you will share security information and decisions between members of your team and with HQ ) should be included in the Information, Monitoring and Coordination sections of the lockdown, relocation and evacuation plans. 
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RULES OF CONDUCT


FOR ALL RI® STAFF

1.
New RI staff must read and adhere to RI’s Operations Manual within two weeks of employment (procurement manual, if applicable).


2.
Must regard the attached “Code of Conduct for ICRC and NGOs in Disaster Relief” as an integral part of the Rules of Conduct and the Employment Contract.


3.
General Rules: 




RI staff members:


3.1 must observe all the instruction given by the head of the country office or the project coordinator;


3.2 must refrain from any other work-related activity not connected with their duties;


3.3 must not commit RI financially or otherwise, without having received specific authorization;


3.4 must adhere strictly to the laws, orders, and regulations of the countries in which they sojourn in the course of their mission;  they must pay special attention to currency and traffic laws and regulations and should not expect any support from RI should they willfully infringe such laws and orders;


3.5 must not at any time carry arms or ammunition on their person or in their luggage;


3.6 must administer with the greatest exactitude and care the funds and material supplies entrusted into their keeping and must at all times be prepared to render an account of their use of such funds and supplies;


4.
Specific Undertaking in Respect of Confidential Information:


As RI staff members individually cannot readily decide what items of information may be safely communicated without causing any disadvantage to their work and to that of RI in general, all staff members undertake to observe the following rules;


4.1 A strictly impartial attitude must be maintained in anything said, whether officially or unofficially. 


4.2 No communication may be made, and no views may be expressed, on their mission or on that of RI during or after their mission except to their superiors within their own department at RI, in the form of reports on, or accounts of, their mission. No information about the military or political situation in general should be divulged, not even in their private correspondence.


4.3 Utmost discretion must be maintained with regard to the mass media. Any information to be provided for the latter may only be issued by the competent RI department in Los Angeles or by the Country Director or Senior Field Officer in agreement with that LA department.


4.4 It is forbidden to grant interviews or to give information to any person without having obtained explicit authorization to do so from the competent RI department, under the conditions stated in paragraph 4.3.


5. Specific adherence to RI’s “Drug-Free Workplace Policy”, “Equal Employment Opportunity Policy”, “Conflict of Interest Policy”, “Hiring Policy”, and “Gift Policy”.


6.
Relief International staff will endeavor to protect vulnerable women and children from sexual and gender based violence by adopting the six principles of the UNHCR code of conduct:


6.1 Accountability of all RI staff 


6.2 RI will work to achieve and maintain a high level of coordination with all agencies and governmental institutions


6.3 RI staff will raise awareness and educate refugees to their basic human rights especially in relation to sexual and gender based violence


6.4 RI undertakes to train and educate all staff about sexual and gender based violence


6.5 RI will scrupulously monitor the behavior of all its staff and contractors and report any incidents of sexual and gender based violence, or any other infringements against beneficiaries, to the appropriate authorities


6.6
RI will contribute to existing and new programs that raise awareness and increase levels of protection for refugees and other groups  


7.
Employee must read and agree to said items as attached prior to start of employment.


"I, the undersigned _____________________________, hereby declare that I am prepared to observe the rules stated above. I acknowledge that, should I fail to abide by those rules, the Country Director or Los Angles Headquarters Office is empowered to take all necessary steps for my immediate return to my country of origin."


Employee Name:





Month
Day 
Year



Employee Signature:
Date:


Note: All the undertakings by the member of RI staff signing the present document are also binding on his or her spouse if the latter is authorized to accompany the said staff member to his or her place of appointment. 


RELIEF INTERNATIONAL(

IEM Form B15 - Rules of Conduct
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RI Safety & Security Incident Report Form

All safety and security incidents must be reported by country office verbally and in writing to HQ contact within 24 hours


Incident report to be copied to: Desk Officer, Senior Programme Manager & Global Security Coordinator 

		Country Programme:  FORMDROPDOWN 


		Reported by: (Name, Title, Contact)      





		Incident Type: (Kidnap, Robbery, Vehicle Accident etc)  FORMDROPDOWN 


     

		Date of report:      





		Location of incident:      

		Date and approximate time of incident:      





		People involved: (Staff member, beneficiaries etc)      

		Casualties / injuries:      





		



		Description of incident and actions taken so far in response to this:


Take into account the following: What happened? How and why did the incident occur? Was it deliberately targeted at RI? Who were the perpetrators?  What property was lost, damaged or stolen? Who has the incident been reported to locally (authorities, police, other agencies etc)? Has there been media interest?


     





		Current and predicated impact on RI: (staff, programmes etc)


     





		Follow up actions to be taken in country:


     





		Action or support requested of HQ by country office:


     



		HQ advice and response: To be completed by relevant HQ staff member after reviewing incident report


     



		Lessons learned and recommendations for future mitigation: See point 7 below for guidance


     







| Incident Report Guidance Notes |


1. What is a security incident


A security incident is a situation where:


· the safety of RI personnel is compromised or put at risk


· RI staff are injured or threatened with harm (this may be targeted or accidental injury)


· any third party (e.g., a consultant) is injured or put at risk of harm because of their association with RI


· property of RI is lost, stolen or damaged


2. Examples


· Criminal acts (e.g., robbery, abduction)


· Harassment of or threats made against RI staff


· Incidents involving RI vehicles


· Acts of war 


· Staff non compliance with RI security policies


· Staff involvement with illegal activities and/or detention by security forces


3. What to report


All actual incidents and near misses must be reported using the form above. It is important to report a near miss as it may indicate a gap in security procedures or information about new security threats 


4. Why report


· To ensure that any affected staff are provided with necessary support by RI


· To use the learning from incidents to review and strengthen RI security policies and procedures


· To identify areas that may need to be addressed in staff training


· To enable RI to monitor the security situation in country (e.g., increase of particular threats)


· To enable RI to replace property and claim insurance


5. To whom should an incident be reported


· In country incidents should be reported to the Country Director


· The Country Director must report to the relevant Desk Officer, copying the report to the Regional Programme Manager and Global Security Coordinator


· Security incidents in the UK or US must be reported to the individual’s line manager and copied to the Global Security Coordinator 


· Serious incidents must also be copied to the security@ri.org email address (circulated to the Senior Management Team)

6. When?


· Following an incident or near miss, the country director must phone the relevant Desk Officer or, in their absence, Regional Programme Manager, immediately

· An incident report must follow within 24 hours


· If it is not possible to submit a written report within 24 hours (e.g., if there is no access to the internet) this must be communicated by phone and an extension date agreed


7. Incident analysis


Incidents often occur because of:


· Weak security procedures


· Lack of awareness among staff of security procedures


· Risk taking behaviour


· Stress


· Lack of information 


Incident analysis should take into account:


· Were procedures followed leading up to the incident?


· Does the incident indicate that security procedures need to be changed?


· What caused the incident


· Was the incident targeted at RI


· Who were the perpetrators and what was the motive?


· Is the location still safe to operate in?


· What further action is required at field and HQ level


· Should disciplinary action be taken?


This document must be translated into the local language and circulated to all local staff

Immediate Post Incident Considerations


· What are the known facts of the incident and what is/is not confirmed 


· What action has already been taken and by whom?


· Where can you get more information from (local staff, other NGOs, govt etc)


· Who is affected?


· What immediate support needs to be given to those individuals?


· Is the threat still present and are any other staff still at risk?


· Are all other staff accounted for


· Is there anything else that needs to be done immediately to protect against further harm / damage (e.g., hibernation of staff, suspension of programmes etc)


· What additional response is required and who is required to assist with this?


· What support can HQ provide?


Additional Considerations


· Do any staff need to be sent to the location of the incident to provide support?

· Contact with other NGOs that may be affected


· Post crisis care for affected staff (debriefing, medical, psychological support, repatriation to home country etc)

· What is the impact of the incident on the country office’s ability to continue its programmes?


· Is a statement to media required? If so, who gives this


· Reassessment of level of risk in that area


· Review of security measures in place how effective they have been 


· Analysis of management response (what was done well, what could we improve)

· Possible impact on RI reputation

· Financial losses analysed


· Insurers contacted 

� See point 6 below for details of exceptions to reporting period
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RELIEF INTERNATIONAL MONTHY SECURITY SITREP 


Country Programme:  FORMDROPDOWN 


Name:      

Position:      

Month covered:  FORMDROPDOWN 


		Significant security incidents during this period: 


Brief description of major incidents at country and/or regional level

     







		Security incidents directly affecting Relief International during this period:

What happened?


Was an incident report submitted? 


What measures have been taken by RI staff in response and what further support is needed?

     







		What do the security incidents that have occurred (globally and specifically to RI) indicate about the operating environment? 


E.g., is the security situation improving, deteriorating or remaining stable?


     







		Upcoming events or significant dates that may require pre-planning?


E.g., elections, other politically sensitive date, religious holiday

     







		Achievement of specific security activities during this period and security activities to be completed in the upcoming month:


     







		Were safety and security issues discussed at your weekly / monthly staff meetings held this month? If so, did any new issues emerge?


     







		Were there interactions with local security actors during this period and if so, with whom?


     







		Have there been any safety or security related costs (either budgeted or unbudgeted) that have arisen during this period and if so, for what?


     




























